
ORLAND UNIFIED SCHOOL DISTRICT 
 

Student Acceptable Use Agreement 
 

"I certify that my library has complied with the requirements of the Children's Internet Protection Act." (CIPA) 

  

Please read the following carefully before signing this document.  This is a legally binding 

contract and must be signed before a student will be allowed access to the Internet.   

Schools and libraries subject to CIPA are required to adopt and implement a policy 

addressing: (a) access by minors to inappropriate matter on the Internet; (b) the safety and 

security of minors when using electronic mail, chat rooms, and other forms of direct 

electronic communications; (c) unauthorized access, including so-called “hacking,” and 

other unlawful activities by minors online; (d) unauthorized disclosure, use, and 

dissemination of personal information regarding minors; and (e) restricting minors’ access 

to materials harmful to them. http://www.fcc.gov/cgb/consumerfacts/cipa.html 
 

 

I, _____________________________________, the parent of _________________________________ 

(Parent or Guardian Name - Print) (Student Name - Print) 

agree to allow my child to have access to the Internet through the OUSD-Net. I have read and agree to the 

Orland Unified School District Student Acceptable Use Policy for Internet Access, and to be responsible for 

the behavior of my child. I understand that the district cannot guarantee the accuracy or appropriateness of 
information or material that my child may encounter on the Internet.  

I shall not hold the district responsible for materials acquired by my child on the system, for violations of 
copyright restrictions, users’ mistakes or negligence or any costs incurred by my child.  

I understand that the following is a non-exhaustive list of activities that will not be tolerated, and that 
violations may result in the loss of account privileges, as well as other disciplinary and/or legal action: 

• Sending or displaying offensive pictures or graphics.  

• Using obscene language.  

• Harassing, insulting, threatening or abusing other network users.  

• Violating copyright laws.  

• Using another user’s account and password.  

• Damaging computers, personal or network files.  

• “Hacking” activities that include but are not limited to the use of “proxy” servers. 

• Trespassing in another user’s private files.  

• Attempting to circumvent network security.  

• Using the OUSD-Net for commercial purposes or individual financial gain. 

(Signature) Parent or Guardian: __________________________________ Date: ___________ 

(Signature) Student: ____________________________________________ Date: ___________ 

School: ____________________________________________________ Grade: __________ 

 


